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Building a future we can all trust

Multi-factor Authentication

A Key Condition for Cybersecurity Insurance

The impact and the cost of cyber-attacks are increasing, especially for SMBs, making

the purchase of cyber insurance a necessity for reducing the risk to organizations.

61

Share of data breaches
caused by stolen
credentials

ransomware breach

L 3o

ase in cyber
up to security insurance

LI_ premiums
D% 10 3
The increase in %

cyber-attacks on small increase in cyber insurance

businesses claims in organizations under
$25 million in revenue that use
Microsoft Exchange®

“According to industry research, users who enable
MFA are up to 99% less likely to have an
account compromised®.”

What does a cyber-security
insurance policy cover?

Damage or loss of data Network security and privacy liability
Loss of income Media liability
Cyber extortion / ransomware Regulatory proceedings

Reputation damage

“Even if a business has met all other requirements,
they will have a difficult time getting insurance
if they haven’t deployed MFA.”

Ensure no user Is a target.

Expand authentication to all users and apps
with Thales SafeNet Trusted Access
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